
Appendix 5: 

 

Data Processing Agreement 

 

1. Purpose and Definitions 

 

When fulfilment of the SLA will involve processing of Personal Data (as defined in the SLA-

Agreement, and will be limited to the processing of Personal Data in relations to the 

Application, as specified in the SLA-Agreement, section 1, and herein) it will be subject to 

statutory provisions and obligations under relevant data protection legislation.  

Service Provider, hereafter the “Processor”, and The Client, hereafter the “Controller”, have 

entered into this Data Processing Agreement to govern the Processor’s rights and 

obligations, with regard to all Processing of Personal Data on behalf of the Controller under 

the SLA and under this agreement, in order to ensure that all Processing of Personal Data is 

conducted in compliance with applicable data protection legislation. 

In addition to Processing Personal Data as part of the SLA, the Parties acknowledges that 

the Processor may also Process Personal Data as a Controller for the purpose of, or in 

connection with: (i) applicable legal or regulatory requirements; (ii) request and 

communications from competent authorities; and (iii) administrative, financial accounting, 

risk analysis, and Client relationship purposes.  

For the purposes of this Data Processing Agreement, The Client will be considered the 

controller ("Controller") who determines the purposes and means of the processing in 

accordance with applicable data protection legislation, and Service Provider will be 

considered the processor ("Processor"), meaning the legal entity Processing Personal Data 

on behalf of the Controller. 

This Agreement shall ensure that the Controller’s data is processed in accordance with: 

● The EU-Regulation 2016/679 (the "General Data Protection Regulation" or 

“GDPR”) as amended from time to time and all relevant national legislation including 

national implementations of the Regulation.  

This Data Processing Agreement is intended to fulfil the requirements set down in the Data 

Protection Regulation. The parties agree to amend this Data Processing Agreement to the 

extent necessary due to any mandatory new requirements according to the Norwegian 

implementation of the Regulation. 

"Personal Data" shall mean any information relating to an identified or identifiable natural 

person, as further defined in article 4 (1) in GDPR. 

"Processing of Personal Data" shall mean any operation or set of operations which is 

performed upon personal data, whether or not by automatic means, such as collection, 

transfer, storage, alteration, disclosure as further defined in article 4 (2) in GDPR. 

 



“Sub-processor” shall mean any other processor or third parties Processing Personal Data 

which the Processor engages, intentionally or unintentionally, for carrying out specific 

Processing activities on behalf of the Controller, including software-entities and affiliates.   

“Third Countries” shall mean countries outside of the EU/EEA.  

This Agreement shall also include:  

● Appendix 2a: Type of personal data and data subjects to be processed by Processor 

and it’s Sub-processors 

● Appendix 2b: Scope of processing activities 

● Appendix 2c: List of approved Sub-Processors  

● Appendix 2d: Security measures in place for the Processing of Personal Data 

 

2. The Controller’s obligations 

The Controller confirms that Controller: 

·   Has sufficient legal basis for the Processing of Personal Data 

·   Has responsibility for the correctness, integrity, content, reliability and legality of the 

Personal Data, 

·   Complies with applicable law on notification to and authorizations from relevant 

authorities 

·   Has informed the Data subject in accordance with applicable law 

The Controller shall implement sufficient technical and organizational measures to ensure 

and demonstrate compliance with the Regulation. 

The Controller shall notify any personal data breaches to the relevant authorities and if 

necessary, the data subjects without undue delay in accordance with applicable law.  

 

3. The Processor’s obligations 

The Processor shall only Process Personal Data to the extent necessary to fulfill its 

obligations towards The Controller (The Client) under the SLA and for the purposes 

mentioned in section 1 above. Furthermore, The Processor may Process Personal Data on 

instructions from the Controller and strictly in accordance with such instructions, unless such 

instructions violates any provision in the Regulation and/or national applicable data 

protection legislation. 

 

4. Use of Sub-Processor’s 

The Processor shall not sub-contract any of the Processing assigned to him by the 

Controller to any other entity or third party without the express, written agreement or written 

consent from the Controller. However, by executing this Data Processing Agreement, the 

Controller acknowledges and accepts the Processor's use of Sub-Processors as set out in 

Appendix 2c to this Data Processing Agreement. The Processor shall, by written agreement, 



with any Sub-Processor’s ascertain that any Processing of Personal Data by Sub-

Processor’s shall be subject to the same obligations and limitations imposed on the Sub-

Processors as those imposed on the Processor pursuant to this Data Processing 

Agreement. 

If the Processor plans to replace or use a new Sub-Processor, the Processor shall notify the 

Controller in writing 14 days before the new Sub-Processor begins Processing Personal 

Data, and the Controller may within two weeks after such notice oppose or accept the 

change. If the Controller opposes the change, both Parties may terminate the agreement 

with 1 days' notice. Notification of termination must be given within 7 days after the 

Controller opposed the change. If the Data Controller does not oppose the change or 

terminate the agreement within the deadlines specified above, the new Sub-Processor will 

be deemed as accepted by the Controller. 

 

5. Discrepancies 

Any use of the information systems and the personal data that contravenes established 

routines, instructions from the Controller or applicable data protection legislation, as well as 

any security breaches, shall be treated as a discrepancy. 

The Processor shall have in place routines and systematic processes to follow up 

discrepancies which shall include re-establishing the normal state of affairs, eliminating the 

cause of the discrepancy and preventing its recurrence. 

In case of a discrepancy, the Processor shall immediately notify the Controller if a 

discrepancy results in accidental, unlawful or unauthorized access to, use or disclosure of 

personal data, or that the data has been compromised. The Processor shall provide the 

Controller with all information necessary to enable the Controller to comply with applicable 

data protection legislation and enabling the Controller to answer any inquiries from the data 

protection authorities. It is for the Controller to notify the applicable data protection authority 

of discrepancies in accordance with applicable law. 

 

6. Security audits and control 

The Processor will implement sufficient technical and organizational measures to ensure a 

security level which is in compliance with the risk of processing the data. A detailed 

description of the data security measures put in place shall be set out in Appendix 2d to this 

Data Processing Agreement. 

The Controller, or a competent authority, has the right to demand regular security audits or 

revisions in accordance with at any time applicable legislation, performed by an independent 

third party. The third party will deliver a report that will be delivered to Controller upon 

request. The purpose of such audits shall be for the Controller to verify that the Processor 

complies with the requirements of this Data Processing Agreement and applicable 

legislation. Such audits shall not be made more than once annually. Each Party will cover its 

own costs in connection with the audit and/or inspection.  

 

7. Confidentiality 



The Processor (including the Processor’s representatives and employees) shall keep 

confidential all personal data and other confidential information, that the Processor accesses 

in accordance with this Agreement and the SLA. 

 

The Controller (including the Controller’s representatives and employees) shall keep 

confidential all information the Controller receives from the Processor or from The 

Processor’s Sub-Processors including, but not limited to, information regarding security, 

customers and business. The Controller shall under no circumstances unjustly exploit, share 

or redistribute the aforementioned information. 

 

Both parties shall take all necessary precautions to prevent unauthorised persons from 

gaining access to, or knowledge of, confidential information. The duty of confidentiality shall 

also apply after termination of this Data Processing Agreement.  

 

8. Transfer of personal data to Third Countries 

The processing of Personal Data shall predominantly take place in a member state of the 

European Economic area, such as in Norway or other European countries. The Processor 

may only transfer Personal Data to Third Countries or to third parties based in Third 

Countries based on European Commission adequacy decision or if agreed upon (e.g by 

consent) in writing by the Controller or if the Processor has a lawful basis for the transfer of 

personal data to a Third Country under Article 44-49 of the GDPR.  

 

In the above cases the Processor shall, when deemed relevant, enter into a data transfer 

agreements based on the EU Standard Contractual Clauses for the transfer of Personal 

Data to Processors established in Third Countries in accordance with the Decision 

2010/87/EU, or any replacement or alternative clauses approved by the European 

Commission.  

9. Liability and Breach 

The Controller 

The Controller ensures that any Personal Data provided to the Processor by, or on behalf of, 

the Controller has been collected lawfully, fairly, and in a transparent manner so as to enable 

Personal Data to be Processed by The Processor and Sub-Processors.  

 

The Controller acknowledges that it has primary responsibility for the Processing of Personal 

Data as part of the SLA and shall notify Processor of any assistance it requires pursuant to 

GDPR Article 28 (3) letter e and f.  

 

Controller shall indemnify the Processor against all costs, expenses (including legal 

expenses), damages, losses (including loss of business or loss of profits), liabilities, 

demands, claims, actions, or proceedings, which Processor may incur arising out of:  



i. Processor compliance with any instruction given by the Controller to the Processor in 

relation to the Processing of Personal Data (including wrongful instructions in 

connection with requests from individuals exercising their rights under Data 

Protection Legislation and any instructions to retain, disclose, amend, or otherwise 

Process Personal Data);  

ii. Any breach by the Controller of the Data Protection Legislation; or  

iii. Personal Data Breach inflicted by or under responsibility of the Controller.  

 

The Processor 

The Processor is liable for any action, proceeding, liability, loss, damage, cost, claim, fine, 

expense and/or demand (“claim”) incurred by the Controller and which arise from the 

Processor’s breach of obligations under this Data Processing Agreement. The Processor is 

in the same way responsible and liable for all acts and omissions by the Processor's Sub-

Processors, exempt from liability under GDPR article 82 paragraph 2 and 3, if Processor 

proves that it is not in any way responsible for the event giving rise to the damage. .  

Processor shall at any rate not be liable for indirect, special or consequential damages. 

Processor’s aggregated total liability under this Agreement, including any appendices thereto 

shall be limited to a maximum amount equal to 50% of Processor’s turnover under the 

Agreement during the last 6 months. 

10. Term 

This Agreement shall be effective from the date it is signed by both parties and will not 

expire as long as the Processor is processing or has access to the Controllers personal data 

in accordance with this Agreement and the SLA. 

 

11. Obligations in coherence with termination 

The parties agree that upon termination of the SLA, this Agreement will be deemed as 

terminated as well. And in accordance with section 3.8.1 in the SLA, each party can 

terminate the SLA with one (1) month notice, starting from the first day of the following 

month.  

 

Upon the expiry of the termination period mentioned above and in section 3.8.1 in the SLA, 

the Processor (and its permitted Sub-Processors) shall cease to Process the Client’s Data. 

The Processor shall in such an event return and subsequently delete all Personal Data and 

copies of Data provided to, or further Processed by the Processor for the purposes of the 

SLA or this Agreement, save to the extent that the Processor is prevented by mandatory law 

from deleting the personal data. 

 

For the avoidance of doubt, nothing in this clause shall require Processor to delete copies of 

Personal Data that it holds on its own behalf as a controller.  

 



12.  Other duties and rights 

Other duties and rights are stipulated in the SLA. 

 

13.  Dispute and Jurisdiction 

This Agreement shall be governed by and construed in its entirety in accordance with 

Norwegian law, save for mandatory provisions in applicable data protection legislation. 

Disputes shall be subject to the jurisdiction of Oslo City court, if no other mandatory 

jurisdiction applies in applicable data protection legislation. 

  



Appendix 2a: Data subjects and type of personal data 

 

Data subjects: 

The Personal Data which will be Processed is of data subjects such as:  

- Employees 

- Other users 

 

Type of personal data: 

The categories of Personal Data may include: 

Productname Product Line Type of data Description of relevance Classified 

as 

personal 

data 

Location data storrage 

Intect Payroll Payrolldata, personal 

identification, absence  

Payroll system with support for Danish 

and Swedish payroll. Relevant for BPO 

production 

Yes Google Cloud _______ 

Edilion Accounting Invoices, user information Invoiceapproval nordic support, releavant 

for BPO customers 

No   

ECIT Portal Office support Access and user information Relevant for all ECIT customers, one 

common logon across services offered by 

ECIT 

No Google Cloud 

ECIT Payslips 

and 

timereporting 

Payroll Payroll data, user data, 

absence data, påleggstrekk 

ECIT Time Reporting, an application for 

time and attendance reporting, improves 

information flow between management, 

employees and our payroll consultants. It 

provides complete control of all 

employment matters in the entire 

organization 

Yes Google Cloud 

ECIT Sign Office support Contracts 

Employee contracts, 

employee data, payroll data 

Relevant for all ECIT customers, solution 

for sending documents for electronic 

signature using public identification 

solutions available in the nordic as well as 

supporting on screen signature 

Yes Google Cloud 

Signicat (third-party, 

temporary storage) 

ECIT KYC Office support Access and User information ECIT KYC is an ECIT developed product 

designed to simplify the KYC (Know Your 

Customer) guidelines related to anti-

money laundering policies issued by the 

EU. 

No Google Cloud 

ECIT 

Documents 

Office support Unstructured data.   ECIT Documents provides secure storage 

and sharing of documents in the cloud. 

With dedicated customer folders 

accountants and business owners are 

always in sync.  

No Google Cloud 

MyEconomy 

(ECIT 

Accounting Financial reporting 

infomation, invoices, user data 

The ECIT Payments & Reporting provide 

customers with key economic insights 

No Google Cloud 



Payments and 

Reporting) 

about their business through predefined 

easy to use KPI dashboards and reports.  

Docscan Accounting Invoices, unstructured data  Document OCR solution supporting 

email receival for automation of incoming 

vouchers 

No   

Nettlønn Payroll Payrolldata, personal 

identification, absence  

The cloud based ECIT Payroll Engine is a 

payroll application used by both 

accountants and end-customers to 

calculate salaries, report and store payroll 

data. 

Yes   

Travis Payroll Employee data, travel 

expenses, receipts 

ECIT Expense is a user-friendly, easy-to-

learn mobile app for sending in expense 

and travel reports. Reducing time and 

errors in getting the all information 

needed for refunds.  

The system automatically transfers data 

to the ECIT Payroll Engine to free up 

valuable time for the accounting 

consultants. 

Yes   

DanskLei Office support Company data Create LEI code for companies No   

Webkontor.nu Payroll Payrolldata, personal 

identification, absence  

Webkontor - Lønproduktions tool SE Yes   

Proviso Office support Event data, participants, basic 

personal information 

CIT Event gathers all you need to plan, 

organize and complete an event in one 

place. Trained consultants assist 

customers in administrating digital and 

in-person events, from the first sign-up to 

the final review 

No   

Autogear Payroll Travel data conected to basic 

personal data 

ECIT Milage provides automatic mileage 

tracking for people who use their own car 

in their work. Helping them get correct 

mileage reimbursements, without taking 

time away from creating value for their 

business. 

Yes   

Enklerestart Accounting Company Information Enklerestart.no - automatiseret stiftelse af 

selskap 

No   

 

  

http://webkontor.nu/
http://enklerestart.no/


Appendix 2b: Scope of processing activities 

The Processor will access Personal Data from the Controller for Processing purposes in 

connection with the SLA. This includes collection, structuring, storage, adaptation or 

alteration, retrieval, use, alignment or combination of personal data related to: 

iv. External hosting, management, support, and maintenance of Service Provider 

platform, and related services, and appurtenant deliveries by Processor to Controller; 

 

v. Consulting, software engineering and operational- and technical services in 

connection with platform use; 

  

vi. Provide relevant assistance, such as remotely accessing the Controllers Personal 

Data on the request of the Controller and in relation to support and other 

maintenance;  

Processors purpose for the collection, Processing and use of Personal Data from Controller 

is to provide the Services stated above and in the SLA. Processor will not store Personal 

Data in a greater extent than necessary in order to provide the agreed Services.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Appendix 2c: List of approved Sub-Processors  

 

 

Appendix 2d: Security measures in place for the Processing of Personal Data 

- Refer to our security policy on the ECIT Trust-center 

 

 

 

 

 

 

Sub-processors 

name 

Address Description 

Google Inc. 1600 Amphitheatre Parkway, 

Mountain View, CA 94043, USA 

Provider of cloud computing 

and storage services 

ECIT Labs AS Hvamsvingen 7 
2013 Skjetten 

Provider of development and 

consulting services, only 

applicable if your contract is ot 

directly with ECIT Labs AS 


